Annex 7

Chapter 1.4.  
  
**Animal health surveillance**

[…]

Article 1.4.3.

**Surveillance systems**

In designing, implementing and assessing a *surveillance* system, the following components should be addressed in addition to the quality of *Veterinary Services*.

1. Design of surveillance system

*a)* Populations

*Surveillance* should take into account all animal species susceptible to the *infection* or *infestation* in a country, *zone* or *compartment*. The *surveillance* activity may cover all individuals in the *population* or only some of them. When *surveillance* is conducted only on a *subpopulation*, inferences to the target *population* should be justified based on the epidemiology of the disease and the degree to which the *subpopulation* is representative of the target *population* stated.

Definitions of appropriate *populations* should be based on the specific recommendations of the relevant chapters of the *Terrestrial Code*.

*b)* Timing and temporal validity of surveillance data

The timing, duration and frequency of *surveillance* should be determined taking into consideration factors such as:

‒ objectives of the *surveillance*;

‒ biology and epidemiology (e.g. pathogenesis, *vectors*, transmission pathways, seasonality);

‒ *risk* of introduction and spread;

‒ husbandry practices and production systems;

‒ disease prevention and control measures (e.g. *vaccination*, restocking after *disinfection*);

‒ accessibility of target *population*;

‒ geographical factors;

‒ environmental factors, including climate conditions.

*c)* Case definition

Where one exists, the *case* definition in the relevant chapter of the *Terrestrial Code* should be used. If the *Terrestrial Code* does not give a *case* definition, a *case* should be defined using clear criteria for each *infection* or *infestation* under *surveillance*. For *wildlife* *infection* or *infestation* *surveillance*, it is essential to correctly identify and report host animal taxonomy, including genus and species.
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*d)* Epidemiological unit

The relevant *epidemiological unit* for the *surveillance* system should be defined. To meet the objective of *surveillance*, the sampling *unit* selected for testing should reflect the defined *epidemiological unit* ~~to ensure that it is appropriate to meet the objectives of~~ *~~surveillance~~*.

A group of *animals* may be considered an *epidemiological unit* because they share a common environment or because of common management. Usually, an *epidemiological unit* is a *herd* or a *flock*. However, it may also be a group of *animals* in a pen or a group of *animals* belonging to residents of a village, or a group of *animals* sharing a communal animal handling facility or, in some circumstances, a single *animal*. The epidemiological relationship may differ from disease to disease, or even strain to strain of the pathogenic agent.

*e)* Clustering

*Infection* or *infestation* in a country, *zone* or *compartment* usually clusters rather than being uniformly or randomly distributed through a *population*. Clustering may occur at a number of different levels (e.g. a cluster of infected *animals* within a *herd* or *flock*, a cluster of pens in a building, or a cluster of farms in a *compartment*). Clustering should be taken into account in the design of *surveillance* activities and considered in the statistical analysis of *surveillance* data.

*f)* Diagnostic tests

*Surveillance* involves the use of tests for detection of *infection* or *infestation* according to appropriate *case* definitions. Tests used in *surveillance* may range from clinical observations and the analysis of production records to rapid field and detailed laboratory assays.

The performance of a test at the *population* level (including field observations) may be described in terms of its sensitivity, specificity and predictive values. These values together with prevalence will have an impact on the conclusions drawn from *surveillance* and should be taken into account in the design of *surveillance* systems and analysis of *surveillance* data.

Laboratory tests should be chosen in accordance with the relevant chapters of the *Terrestrial Manual*.

*g)* Analytical methodologies

*Surveillance* data should be analysed using appropriate methodologies and at the appropriate organisational level to facilitate effective decision-making, whether it be for planning disease control interventions or demonstrating health status.

Methodologies for the analysis of *surveillance* data should be flexible to deal with the complexity of real life situations. No single method is applicable in all cases. Different methodologies may be used to accommodate different host species, pathogenic agents, production systems and *surveillance* systems, and types and amounts of data and information available.

The methodology used should be based on the best data sources available. It should also be in accordance with this chapter, fully documented and, whenever possible, supported by reference to scientific literature and other sources, including expert opinion. Sophisticated mathematical or statistical analyses may be carried out only when justified by the objectives of the *surveillance* and the availability and quality of field data.

Consistency in the application of different methodologies should be encouraged. Transparency is essential in order to ensure objectivity and rationality, consistency in decision-making and ease of understanding. The uncertainties, assumptions made, and the effect of these on the final conclusions should be documented.

Annex 7 (contd)

*h)* Scope of the surveillance system

When designing the *surveillance* system consideration should be given to the purposes of *surveillance* and how the information it generates will be used, the limitations of the information it will generate, including representativeness of the study *population* and potential sources of bias as well as the availability of financial, technical and human resources.

*i)* Follow up actions

The design of the *surveillance* system should include consideration of what actions will be taken on the basis of the information generated.
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